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Optimization 
Problem

We Need to know 
the function to 

optimize 

Usually Lp norm.● f  : function to attack. 

● x : input datapoint.

● x’ : adversarial example.

● y : true label.

●    : loss function.
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https://www.robust-ml.org/defenses/
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